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Page 61, Subclause 14.2.8 
 
 
Replace 
 
Implementation Guidance 
 
New and updated systems require thorough testing and verification during the development processes, 
including the preparation of a detailed schedule of activities and test inputs and expected outputs under a 
range of conditions.  For in-house developments, such tests should initially be performed by the development 
team.  Independent acceptance testing should then be undertaken (both for in-house and for outsourced 
developments) to ensure that the system works as expected and only as expected (see 14.1.1 and 14.1.9).  
The extent of testing should be in proportion to the importance and nature of the system. 
 
 
With 
 
Implementation Guidance 
 
New and updated systems require thorough testing and verification during the development processes, 
including the preparation of a detailed schedule of activities and test inputs and expected outputs under a 
range of conditions.  For in-house developments, such tests should initially be performed by the development 
team.  Independent acceptance testing should then be undertaken (both for in-house and for outsourced 
developments) to ensure that the system works as expected and only as expected (see 14.1.1 and 14.2.9).  
The extent of testing should be in proportion to the importance and nature of the system. 
 
 


